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1 Introduction  

This guide explains how administrators and end users can configure and use the Anaplan 

Connector for Informatica Intelligent Cloud Services to:   

Å export data from Anaplan   

Å import data into Anaplan   

Å delete data from Anaplan  

Å run a process that contains any combination of model-to-model Import and Delete 

actions  

1.1 ²ƘŀǘΩǎ bŜǿ  

Å Updates to domain and IP allow listings  

Å Bug fix ς Error with exports that contain commas within cells 

Å Bug fix ς Error with eȄǇƻǊǘ Řŀǘŀ ǿƛǘƘ ŘƻǳōƭŜ ǉǳƻǘŀǘƛƻƴ όάύ ƳŀǊƪǎ 

Å Bug fix ς Error with exports with special characters or long character strings 

Å Bug fix ς pagination of workspace models for API version 1.3  

1.2 About the Anaplan Connector   

The advantages of using the Anaplan Connector for Informatica Cloud include:  

Å Automation: no need to run actions manually from the Anaplan UI  

Å Ease of configuration: no need to write a batch file (Windows) or shell script  

(UNIX/Linux/MacOS) for Anaplan Connect  

Å Flexibility: the mapping you create can take advantage of all the functionality that 

Informatica provides  

Å Connectivity: access hundreds of source connectors available to Informatica Cloud  

Å Native Scheduling: schedule integration jobs using Informatica Cloud  

  

https://community.anaplan.com/t5/Releases/How-to-guide-Updates-to-domain-and-IP-allow-listings/ba-p/118023
https://community.anaplan.com/anapedia/data-integration/anaplan-connect
https://community.anaplan.com/anapedia/data-integration/anaplan-connect
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1.3 Informatica Prerequisites    

 

 Before you start, make sure you have:  

1. An Informatica Cloud Secure Agent that is installed, registered, and running. See 

https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page /bb-

cloud-getting-started/Installing_Secure_Agents.html.  

2. Knowledge of how to use Informatica Cloud, including:  

  (For synchronization task) how to use the synchronization task wizard  

 (For mapping) how to create a Connection using the Flat File Connector  

3. On the same machine where the Informatica Secure Agent is installed:  

  Verify knowledge of your Informatica Connection properties, such as the 

Runtime Environment and the absolute path to a directory you can use as your 

output directory for Export.  

  Set the following in your operating system environment variables:  

JAVA_TOOLS_OPTIONS=-Dfile.encoding=UTF8  

This ensures greater usability for customers using non-English characters.  

  Create the following directory or file:  

Import  A directory to hold the files you import  

Export  The directory to hold the files you export (output 

directory)  

Delete  A csv file with at least one column and one row of data  

Process  A csv file with at least one column and one row of data  

 

1.5 Anaplan Prerequisites  

Make sure you have:  

1. An Anaplan account with access to a model and workspace.  

2. Knowledge of how to use and configure Anaplan actions.   

3. Your Anaplan model must already have a corresponding action that you can run 

manually from the Anaplan graphical user interface:  

   For Export, an Export action that exports data from a model   

https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
https://network.informatica.com/onlinehelp/IICS/prod/CDI/en/index.htm#page/bb-cloud-getting-started/Installing_Secure_Agents.html
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 Note:  Only exports that have a Tabular Single Column or Tabular Multiple Column layout 

are supported.  

   For Import, an Import action that imports data into a model  

   For Delete, another action that deletes data from a model  

   For Process, a Process action that contains multiple actions  

4. Certificates for authentication  

Anaplan connector supports authentication with CA (Certificate Authority) 

certificates. Select API version 2.0 to use CA certificates.   

LŦ ȅƻǳΩǊŜ ǳǎƛƴƎ ŀ /! ŎŜǊǘƛŦƛŎŀǘŜΣ ƳŀƪŜ ǎǳǊŜ ȅƻǳΥ  

  Have the CA Certificate file in a JAVA keystore file. The keystore file must be 

present on the same machine as your Informatica Cloud Secure Agent.   

   Know following information about the JAVA Keystore file:  

   Path to the keystore file  

   Alias of the Certificate saved in the keystore file  

   Password for the Certificate alias in the keystore file  

5. Firewall and proxy access  

!ŘŘ ŀǇƛΦŀƴŀǇƭŀƴΦŎƻƳ ŀƴŘ ŀǳǘƘΦŀƴŀǇƭŀƴΦŎƻƳ ǘƻ ȅƻǳǊ ŎƻƳǇŀƴȅΩǎ ŀƭƭƻǿ όǎŀŦŜύ ¦w[ ƭƛǎǘΦ 

Update domain and IP allow listings per this Anaplan Community set of instructions. 

¶ Add any firewall and any proxies your organization uses.  

¶ Ensure that port 443 is open for two-way HTTPS connections between Anaplan 

Connect and Anaplan.   

2 Anaplan Connector  

Anaplan 

Operation  

Connection Type  
 

Informatica  

Operation Type  
  

 Source Connection  Target Connection  must be:  

Export  AnaplanV2  Flat File  INSERT  

Import  Flat File  AnaplanV2  INSERT  

Process  Flat File  AnaplanV2  INSERT  

Delete  Flat File  AnaplanV2  INSERT  

https://community.anaplan.com/t5/Releases/How-to-guide-Updates-to-domain-and-IP-allow-listings/ba-p/118023
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Each mapping requires two connections: one for the source, and one for the target. In this 

document, the two types are Flat File and AnaplanV2. The Flat File is used as an example, 

but any data source available in Informatica Cloud can be used.  

 

  

  

  New Conne ction Type   
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2.1 Anaplan Connector Properties  

   

                                

   Anaplan Connector Properties  

 Connection Property  Description  

Connection Name*  A name that distinguishes this connection from other 

connections.  

Description  Indicate the purpose or explain who will use this 

connection.  

Type*  Select Anaplan from the list.  

Runtime Environment*   Select your Informatica Secure Agent.  

Auth Type*  Select either Basic Auth or Cert Auth from the list.  
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Username  An Anaplan user name, such as 

firstname.lastname@anaplan.com  

 Connection Property  Description  

Password  You must ŜƴǘŜǊ ŀ ǇŀǎǎǿƻǊŘ ƛŦ ȅƻǳΩǾŜ ǎŜƭŜŎǘŜŘ .ŀǎƛŎ 

Auth on the Auth Type list.   

Certificate Path Location  You must enter the certificate path if:  

Å ¸ƻǳΩǾŜ ǎŜƭŜŎǘŜŘ /ŜǊǘ !ǳǘƘ ƻƴ ǘƘŜ ά!ǳǘƘ 
¢ȅǇŜέ ƭƛǎǘΣ !b5  

Å {Ŝǘ ά!tL aŀƧƻǊ ±ŜǊǎƛƻƴέ Ґ мΣ ŀƴŘ ά!tL aƛƴƻǊ 

±ŜǊǎƛƻƴ Ґ оέ  

Leave this field blank if any of the above conditions is 

false.  

Workspace name or ID*   Enter name or ID of your Anaplan workspace. You can 

get the ID of the workspace by clicking on Help -> 

About on Anaplan UI. 

 

Model name or ID*   Enter name or ID of your Anaplan model. You can get 

the ID of the model by clicking on Help -> About on 

Anaplan UI. 

API Base URL*  Enter the following URL: https://api.anaplan.com.  

Auth URL *   Enter the following URL for authentication with v2 

APIs: https://auth.anaplan.com   

API Major Version*   Anaplan supports 2 API versions:   

Å v1.3 (Major version=1, Minor version=3)  

Å Newer v2.0 version (Major version=2, Minor 
version=0)  

By default, the API major version is set to 1.   

Å Select 1 if you want to use v1.x API   

Å Select 2 if you want to use v2.x API (for using 

CA Certificates)  

API Minor Version  By default, the API minor version is set to 3.   

Å Select 3 if you want to use x.3 API (e.g. v1.3)  

Å Select 0 if you want to use x.0 API (e.g. v2.0).  
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Max Task Retry Count*   By default, the Max Task Retry count is set to 2. Note 

that if you select a greater value, this will slow down 

the integration.  

Error Dump Path 

Location  
Path to save Dump files generated from Anaplan 

LƳǇƻǊǘ ŀŎǘƛƻƴǎΦ {ŜŜ ǎŜŎǘƛƻƴ ά{t9/LC¸ 5¦at CL[9 

[h/!¢Lhbέ ŦƻǊ ƳƻǊŜ ŘŜǘŀƛƭǎΦ  

 Connection Property  Description  

Use API Based 

Metadata  
Select this to use API based metadata for Import 

ŀŎǘƛƻƴǎΦ {ŜŜ ǎŜŎǘƛƻƴ άht¢Lhb ¢h ¦{9 !tL .!{95 

CL9[5 a!ttLbDέ ŦƻǊ ƳƻǊŜ ŘŜǘŀƛƭǎΦ  

KeyStore Path Location  

KeyStore Alias  

Keystore Password  

Use these fields if you select Auth Type = Cert Auth, 
and set API Major Verion = 2. These fields specify:  

Å Path to JAVA keystore file on machine with 
secure agent  

Å Alias of the Certificate saved in the KeyStore  

file  

Å Password for the Certificate alias in the 

KeyStore file  

*   Mandatory fields  

2.2 Counts for Rows  

 Informatica Count behavior  

 Anaplan  Connector Version 2  Connector Version 1  

Operation  

Export  Export (Lists):   

Informatica Success rows = count of  

rows exported  

Informatica Error rows = 0  

Export (Modules):   

Informatica Success rows = count of 
rows exported  

Informatica Error rows = 0  

Export (Success Scenario) - Success  

Rows: 1, Failure Rows: 0  

  

Export (Failure Scenario) - Success 

Rows: 0, Failure Rows: Actual count 

of rows Failed  

 Anaplan  Connector Version 2  Connector Version 1  

Operation  
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Import*   (Modules)  

Informatica Success rows = Number  

of Anaplan cells successfully 
updated/inserted + Number of 
Anaplan cells updated/inserted with 
warning  
Informatica Error rows = Number of 
failed Anaplan cells  

(List)  

Informatica Success rows = Number 
of rows successfully 
updated/inserted + Number of rows 
updated/inserted with warning 
Informatica Error rows = Number of 
failed rows  

(Cells with Anaplan Ignored status 

are not included in the count above.)   

Import (Success Scenario) - Success  

Rows: Actual count of rows 
imported, Failure Rows: 0  

  

Import (Failure Scenario) - Success 

Rows: Actual count of rows 

imported, Failure Rows: Actual 

count of rows Failed  

Delete  Delete (Success Scenario) - Success  

Rows: 1, Failure Rows: 0  

  

Delete (Failure Scenario) - Success  

Rows: 0, Failure Rows: 0  

Delete (Success Scenario) - Success  

Rows: 0, Failure Rows: 0  

  

Delete (Failure Scenario) - Success  

Rows: 0, Failure Rows: 0  

Process  Process (Success Scenario) - Success 
Rows: Actual count of actions 
executed successfully, Failure Rows: 
0  

  

Process (Warning Scenario) ς 

Success rows: Actual count of action 

executed successfully, Failure Rows:  

Actual count of failed actions  

Process (Success Scenario) - Success  

Rows: 0, Failure Rows: 0  

  

Process (Failure Scenario) - Success  

Rows: 0, Failure Rows: 0  

2.3 Limitations and Testing Settings  

Å Model-to-model import is supported in a Process, not an Import.  

Å A Process is limited to any combination of model-to-model Import actions and/or 

Delete actions.   

Å Characters in the Anaplan column and field names must be alphanumeric because 

LƴŦƻǊƳŀǘƛŎŀ ŘƻŜǎƴΩǘ ǎǳǇǇƻǊǘ ƴŀƳŜǎ ǘƘŀǘ Ŏƻƴǘŀƛƴ ǎǇŀŎŜǎ ƻǊ ǎǇŜŎƛŀƭ ŎƘŀǊŀŎǘŜǊǎ όȫΣ ~, !,  

@, #, $, %, ^, & *, ( ,), +, =, <,>,[,],{,})    

Å Import and Export actions must use any of the following as a column separator:  
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Å a comma (,)   

Å Semi-colon (;)   

Å Tab, or   

Å Pipe (|)  

Å LƳǇƻǊǘ ŀƴŘ 9ȄǇƻǊǘ ŀŎǘƛƻƴǎ Ƴǳǎǘ ǳǎŜ ŀ ŘƻǳōƭŜ ǉǳƻǘŜ όάύ ŀǎ ŀ ¢ŜȄǘ 5ŜƭƛƳƛǘŜǊΦ  

Å Exports must include a header row. If you filter header rows in Anaplan, the export 

will fail in Informatica and must be canceled manually.   

Imports and Exports of 1000 MB have been tested with the following settings:   

Å Informatica Secure Agent: 6 GB of RAM  

Å DTM JVM: -Xmx1024m  

   Note:   Review the Informatica documentation for more information about  

increasing the field buffer size and increasing Secure Agent memory.  

2.4 Column Separator and Text Delimiter  

The Connector uses the Column Separator and Text Delimiter values that were set in the 

model through the File Import Data Source Definition.  

 
  

  

  File Import Data Source  Definition   -   Column Separator and Text Delimiter   



 

Document Version 3.2  10  © 2021 Anaplan, Inc. All Rights Reserved.  

    Anaplan Informatica Connector   

2.5 Configure of an Anaplan Connection with Basic Authentication  

To configure an Anaplan connection with basic authentication:  

1. Log in to your Informatica Cloud.  

2. Go to Data Integrations > Home > Connections.  

3. In the Connections section, click New Connection.   

4. In the Connection Details section:  

a. Enter a Connection Name.  

b. On the Type list, click AnaplanV2.  

 

5. In the AnaplanV2 Connection Properties section:  

c. Select a Runtime Environment.  

d. On the Auth Type list, click Basic Auth.  

e. Enter a Username and Password.  

f. From the URL of an Anaplan model, copy and paste the Workspace name or 

ID and Model name or ID.  

g. Set the API Base URL to https://api.anaplan.com.  

   Note:   By default, the API Major Version and API Minor Version are set to 1 &  

3 respectively.   

  Note:  The Max Task Retry Count is set to 2 by default. If you select 

a greater value, this will slow down the integration.  

    

  Con figuration  -   Con nection  Type List   

https://api.anaplan.com,/
https://api.anaplan.com,/
https://api.anaplan.com,/
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6. Click Test Connection to verify that the connection is successful and then click OK.  
  

2.6 Configure an Anaplan connection with authentication using a Certificate  

Authority (CA) certificate  

If you choose to authenticate using CA Certificate, note that:  

1. Customers must purchase CA Certificates on their own. Your internal IT teams should 

be able to guide you in obtaining these Certificates.  

2. The type of Certificates & list of supported root CA Certificates is given here:  

https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Ad 

ministration/Security/Certificates.htm  

    

  Connection Properties   

https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/Certificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/Certificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/Certificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/Certificates.htm
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3. hƴŎŜ ȅƻǳΩǾŜ ƻōǘŀƛƴŜŘ /! /ŜǊǘƛŦƛŎŀǘŜΣ ƛǘ ƛǎ ǳƴŘŜǊ ȅƻǳǊ ŎƻƴǘǊƻƭ ŀƴŘ !ƴŀǇƭŀƴ LƴŎΦ ƛǎ ƴƻǘ 

responsible for keeping it secure. Under no circumstance should you share your Private 

Key with anyone.  

4. Informatica Cloud assumes that the location of any files (including certificates) that are 

referenced are located on a directory that the Cloud Secure Agent can access.  

  

Note:  Your Tenant Admin must register your Public Certificate on Anaplan Tenant 

Admin page before you can use it with Integrations. Refer to Manage your 

Certificates in Anapedia.   

  

Follow these steps to use CA Certificates for authentication with Anaplan Connector:  

1. Review this video for an example of how to create a JAVA Keystore:  

https://community.anaplan.com/t5/Videos/Certificate-Authentication-

Process/bap/36468  

2. Obtain CA Certificate with assistance from your IT team.   

When you obtain Certificate from your CA (Certificate Authority), the Certificate 

may be issued as 2 files: A Public Certificate (Public Cert) and the Private Key.  

Alternately, the Public Cert and Private Key may be issued in a single file by your 

CA. Contact your CA or internal IT team for details and process to obtain 

Certificate.  

3. Extract Private key and Public Certificate from the CA Certificate. These are 2 separate 

files. Keep the Private key secure.  

4. Create a JAVA keystore using your Private key and Public Certificate 5. Use the JAVA 

keystore in your Anaplan Connection  

  

 Extract Private key and Public Certificate from the CA Certificate   

 Note:   You need openssl and keytool command-line tools for below steps. Download  

appropriate openssl version for your operating system. Keytool is included 

with your JAVA distribution.  

  

If you obtain both the Public Cert and Private Key in a single file, use openssl commands to 

extract and save both files separately in PEM format.  

Example   

https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://help.anaplan.com/anapedia/Content/Administration_and_Security/Tenant_Administration/Security/ManagingCertificates.htm
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
https://community.anaplan.com/t5/Videos/Certificate-Authentication-Process/ba-p/36468
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Note:   The exact command depends on the type and format of your certificate. Refer 

to the file type and openssl documentation for more details. This example 

assumes you have been issued a single PKCS12 formatted file containing both 

Public Cert and Private Key.  

Extracting Public Cert: openssl pkcs12 -in Client_certificate.p12 -nokeys -out 

CERTIFICATE.pem Extracting Private Key:  

openssl pkcs12 -in Client_certificate.p12 -nocerts -out PRIVATE_KEY.pem -nodes  

  

Edit your Public Cert in a text editor and delete all ǘŜȄǘ ōŜŦƻǊŜ ά-----BEGIN CERTIFICATE-----έ 

ǇŀǊǘΦ 9ƴǎǳǊŜ ȅƻǳǊ tǳōƭƛŎ /ŜǊǘ ŦƛƭŜ ōŜƎƛƴǎ ǿƛǘƘ ά-----BEGIN CERTIFICATE-----έ ŀƴŘ ŜƴŘǎ ǿƛǘƘ ά----

END CERTIFICATE-----έΦ ¸ƻǳǊ tǳōƭƛŎ /ŜǊǘ ǿƛƭƭ ƭƻƻƪ ƭƛƪŜ ǘƘƛǎΥ  

 

 Create a Java Keystore using your public certificate and private key   

1. First, run this command to create a pkcs12 bundle from your Public Certificate & 

Private Key. Both should be in PEM format.  
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$ openssl pkcs12 -export -in <CERTIFICATE.pem> -inkey <PRIVATE_KEY.pem> -out 

keystore_bundle.p12 -name <KEYSTORE_ALIAS> -CAfile <CERTIFICATE.pem> -caname 

root Note:  

a. CERTIFICATE.pem is your Public certificate  

b. PRIVATE_KEY.pem is your Private key  

c. Keystore_bundle.p12 is the generated pkcs12 formatted file   

d. KEYSTORE_ALIAS is the alias of your Public certificate in the pkcs12 bundle  

e. You will be prompted for password when creating the pkcs12 bundle. USE THE 

SAME PASSWORD FOR THE NEXT STEP BELOW.  

2. Next, create the JAVA keystore with above pkcs12 file. JAVA keystore are created & 

managed by JAVA keytool utility.  

$ keytool -importkeystore -deststorepass <KEYSTORE-PASSWORD> -destkeystore 

my_keystore.jks -srckeystore keystore_bundle.p12 -srcstoretype PKCS12 Note:  

a. my_keystore.jks is the generated JAVA Keystore file  

b. keystore_bundle.p12 is the pkcs12 bundle used to create JAVA Keystore. This is 

the pkcs12 bundle created in previous step.  

c. KEYSTORE-PASSWORD is the password for your pkcs12 bundle in the JAVA 

Keystore. USE THE SAME PASSWORD AS YOU DID TO CREATE THE PKCS12 

BUNDLE IN PREVIOUS STEP.  

  To configure an Anaplan connection with authentication using a CA Certificate   

1. Log in to your Informatica Cloud.  

2. Go to Data Integration > Home > Connections.  

3. In the Connections section, click New Connection.   

4. In the Connection Details section:  

a. Enter a Connection Name.  

b. On the Type list, click AnaplanV2.  
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5. In the AnaplanV2 Connection Properties section:  

a. Select a Runtime Environment.  

b. On the Auth Type list, click Cert Auth.  

c. From the URL of an Anaplan model, copy and paste the Workspace name or 

ID and Model name or ID.  

d. Set the API Base URL to https://api.anaplan.com.  

e. Set API Major Version = 2 and API Minor Version = 0  

f. In the Keystore Path Location box, enter the path to the JAVA keystore (e.g.  

άκǊƻƻǘκLL/{κŀǇǇǎκŀƎŜƴǘŎƻǊŜκƳȅψƪŜȅǎǘƻǊŜΦƧƪǎέύ  

g. Enter the keystore alias in the KeyStore Alias field, and keystore password in 

the Keystore Password field.  

  Note:   The Max Task Retry Count is set to 2. If you select a greater 

value, this will slow down the integration.  

  

  CA  Certificate Based Authentication  ς   Connection Type List   

https://api.anaplan.com,/
https://api.anaplan.com,/
https://api.anaplan.com,/
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 6.  Click Test to verify that the connection is successful and then click OK.  

  

2.7 Proxy Access using JVM Options  

¸ƻǳ Ŏŀƴ ǳǎŜ LƴŦƻǊƳŀǘƛŎŀΩǎ !ŘƳƛƴƛǎǘǊŀǘƻǊ ǎŜǊǾƛŎŜ ǘƻ ŎƻƴŦƛƎǳǊŜ ǇǊƻȄȅ ŀŎŎŜǎǎ ƻƴ ǘƘŜ ǎŜŎǳǊŜ 

agent which the Anaplan Connector uses to send and receive data.   

Follow these steps for configuring proxy access, depending on if you use authenticated 

proxy or unauthenticated proxy.  If you are unsure, contact your integration support staff.  

LƴŦƻǊƳŀǘƛŎŀΩǎ !ŘƳƛƴƛǎǘǊŀǘƻǊ ǎŜǊǾƛŎŜ ǳǎŜǎ WŀǾŀ ±ƛǊǘǳŀƭ aŀŎƘƛƴŜ όW±aύ ƻǇǘƛƻƴs to configure 

proxy access.    

When you configure your proxy using JVM options, changes take place a few minutes after 

you save your configuration.  You do not need to restart your Informatica agent. If you 

    

  JAVA keystore   Location   
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have a proxy.ini file configured on your system, the JVM options override any settings in 

your proxy.ini file.  

You can test your proxy setup by either running a task or viewing your proxy logs.  

 Authenticated Proxy  

1. Lƴ LƴŦƻǊƳŀǘƛŎŀΩǎ Administrator interface, navigate to Runtime Environments.  

2. Select your environment name, then click Edit.  

3. Under System Configuration Details, select DTM from the Type drop-down menu.  

4. Define the JVM options.   

 

 

  

JVM Option  Description  Value  

JVMOption1  The proxy host.  -Dhttps.proxyHost=IP address of 

your proxy host  

JVMOption2  The proxy port.  -Dhttps.proxyPort=the port 

number used by your proxy host  

JVMOption3  

The proxy user name.    

This setting is only 

used for an 

authenticated proxy.  

Leave blank for an 

unauthenticated 

proxy.  

-Dhttps.proxyUser=User name  

  



 

Document Version 3.2  18  © 2021 Anaplan, Inc. All Rights Reserved.  

    Anaplan Informatica Connector   

JVMOption4  

The password 

associated with the 

user name.  

This setting is only 

used for an 

authenticated proxy.  

Leave blank for an 

unauthenticated 

proxy.  

- 

Dhttps.proxyPassword=Password  

JVMOption5  
Not used  

Leave blank  

  

5. Click Save.  

 Unauthenticated Proxy   

1. Lƴ LƴŦƻǊƳŀǘƛŎŀΩǎ Administrator interface, navigate to Runtime Environments.  

2. Select your environment name, then click Edit.  

3. Under System Configuration Details, select DTM from the Type drop-down menu.  

4. Define the JVM options.   

 
 

    

JVM Option  
Description  Value  

JVMOption1  The proxy host.  -Dhttps.proxyHost=IP address of 

your proxy host  

JVMOption2  The proxy port.  -Dhttps.proxyPort=the port 

number used by your proxy host  
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JVMOption3  
Not used  Leave blank  

JVMOption4  
Not used  Leave blank  

JVMOption5  
Not used  

Leave blank  

  

5. Click Save.  

 Proxy Access using proxy.ini  

You can manually configure the proxy.ini file with the proxy details on the secure agent 

which the Anaplan Connector will use to send and receive data.   

 Note:   !ƴŀǇƭŀƴ Ǿн ŎƻƴƴŜŎǘƻǊ ǳǘƛƭƛȊŜǎ LƴŦƻǊƳŀǘƛŎŀ /ƭƻǳŘΩǎ ƴŀǘƛǾŜ ǇǊƻȄȅ ŎŀǇŀōƛƭƛǘƛŜǎ  

via configuration in conf/proxy.ini file. Anaplan v2 connector currently does 

not include custom proxy logic of its own. Refer to Informatica help pages for 

proxies supported by Informatica Cloud & steps on configuration using 

conf/proxy.ini.   

Follow these steps for using a proxy.ini file to configure proxy access, depending on if you 

use authenticated proxy or unauthenticated proxy.  If you are unsure, contact your 

integration support staff.  

The proxy.ini file contains these parameters:  

¶ InfaAgent.ProxyPassword=  

¶ InfaAgent.ProxyNtDomain=  

¶ InfaAgent.ProxyHost=  

¶ InfaAgent.ProxyPasswordEncrypted=true  

¶ InfaAgent.NonProxyHost=localhost|127.*|[\ :\ :1]  

¶ InfaAgent.ProxyUser=  

¶ InfaAgent.ProxyPort=  

¶ InfaAgent.AuthenticationOrder=  

 Authenticated Proxy  

1. Stop the Informatica Secure Agent.  

2. Go to Informatica Secure Agent folder.  

3. Open file proxy.ini in the conf/ sub-folder.  

  



 

Document Version 3.2  20  © 2021 Anaplan, Inc. All Rights Reserved.  

    Anaplan Informatica Connector   

 

4. Edit the proxy.ini file and define the following parameters:  

Parameter  Description  

InfaAgent.ProxyHost=  The proxy host name  

InfaAgent.ProxyPort=  
The proxy port 

number  

InfaAgent.ProxyUser=  The proxy user ID  

InfaAgent.ProxyPassword=  The proxy password  

InfaAgent.ProxyPasswordEncrypted=  
Change to 

false.  

  

o  You should obtain this information from your Network Administrator or 

IT Department, or use a command line detector tool.  

5. Save the file.  

6. Start and stop the Informatica Secure Agent Service.  

7. From your Windows Start menu, select Control Panel -> Administrative Tools ->  

Services. Locate the Informatica Secure Agent service, right-click and select Restart:  

 Unauthenticated Proxy  

1. Stop the Informatica Secure Agent.  

2. Go to Informatica Secure Agent folder.  

3. Open file proxy.ini in the conf/ sub-folder.  

4. Edit the proxy.ini file and define the following parameters:  

Parameter  Description  

InfaAgent.ProxyHost=  The proxy host name  

InfaAgent.ProxyPort=  
The proxy port 

number  

  

o  You should obtain this information from your Network Administrator or 

IT Department, or use a command line detector tool.  

5. Save the file.  

6. Start and stop the Informatica Secure Agent Service.  

7. From your Windows Start menu, select Control Panel -> Administrative Tools ->  

Services. Locate the Informatica Secure Agent service, right-click and select Restart:  
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2.8 Specify dump file location  

You can specify where on the agent server you want Connector to automatically save the 

error dump file, if a process or import action generates a dump file on Anaplan. Note that a 

process action generates a dump file only if it contains an import action.   

Enter the absolute path for the dump file folder in Error Dump Path Location field of 

Anaplan Connection configuration.  

 

   INFO   Anaplan v2 connector also provides an option to send Dump file to a  

target connector. Refer to section EXTRACT IMPORT ACTION DUMP FILE 

AND SEND TO TARGET CONNECTOR.  

  

  

  Anaplan Connection configuration  ς   Connection Details   
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The connector creates a sub-folder in the Error Dump Path Location for each 

process action that results in a dump file.  The naming convention for the folders is:  

Dump_files_<process name>  

Dump files for Process dumps use this naming convention:  

<import Action name>.<file extension ς either txt or csv>  

Dump files for Import dumps use this naming convention:  

Error_Dump_IMPORT_<import ID>_<task ID>_<timestamp>.<file extension ς either 

txt or csv>  

For example:   

Error_Dump_IMPORT_112000000003_5540AC30461F4C2CA94845BD7D928444_160 

0191958023.csv  

As some processes can be quite large, ensure you have sufficient space for dump 

files.    
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3 Import synchronization task and Configuration  

You can use a synchronization task to automate the import of a Flat File into Anaplan using 

the synchronization task Wizard.  

Make sure there is a .csv file in the Flat File connection. This is the .csv file that will be 

imported into Anaplan.  

For more information, see Informatica Prerequisites and Anaplan Prerequisites.  

Step 1: Definition  

1. Log in to Informatica Cloud and go to Data Integration > New > Tasks > 

Synchronization Task.  

2. Click Create.  

3. In the Task Name box, enter a name.  

4. On the Task Operation list, click Insert.  

5. Click Next.  

  

   Synchronization Task Wizard ς Import Task Definition  

Step 2: Source  

1. On the Connection list, select an existing Flat File connection.  

2. Optionally, click View next to the Connection list to see more information on the Flat 

File connection properties.   
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3. Next to the Source Object list, click Select.  

4. Select the .csv file you want to import and click Select.  

      Warning:   If the column names in the .csv file contain spaces, then the Import 

ŀŎǘƛƻƴ ƳƛƎƘǘ Ŧŀƛƭ ōŜŎŀǳǎŜ ǘƘŜȅ ŎŀƴΩǘ ōŜ ƳŀǇǇŜŘΦ ¢ƻ ǎƻƭǾŜ ǘƘƛǎΣ ǊŜƳŀǇ 
the server file in Anaplan and run the import again.  

5. Optionally, click Preview All Columns to see a preview of the .csv file.  

   Warning:   Loading large imports can take some time.   

6. Click Next.  

  

 Synchronization Task Wizard ς Import Task Connection Source  

Step 3: Target  

1. On the Connection list, select an existing Anaplan connection.  

2. Optionally, click View next to the Connection list to see more information on the 

AnaplanV2 Connection Properties.   

3. Next to the Target Object list, click Select.   

4. Select the Anaplan Import action and click Select.  

5. Optionally, click Show Data Preview to see the columns that will be imported. Click 

Preview All Columns to see more information.  

      Warning:   Loading large imports can take some time. We advise you not to use the 

Show Data Preview option if the file size is over 5MB.   
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 Info:  If the first column header in your Anaplan server file is blank, 
ƛǘΩǎ ŀǳǘƻƳŀǘƛŎŀƭƭȅ ǇƻǇǳƭŀǘŜŘ ǿƛǘƘ ǘƘŜ άψ5¦aa¸έ ǇƭŀŎŜƘƻƭŘŜǊΦ  

6. Click Next.  

  

  Synchronization Task Wizard ς Import Task Target Details  

Step 4: Data Filters  

1. Optionally, click New to create data filters and follow the instructions. For more 

information, refer to the Informatica documentation.  

  Note:   LǘΩǎ ƴƻǘ ǇƻǎǎƛōƭŜ ǘƻ ŀǇǇƭȅ ŀ wƻǿ [ƛƳƛǘ ǘƻ ŀ ǎȅƴŎƘǊƻƴƛȊŀǘƛƻƴ 

task with a Flat File connector.  

2. Click Next.  

Step 5: Field Mapping  

1. Drag-and-drop the fields of your local Flat File connection (shown on the left) to the 

relevant fields in Anaplan (on the right). Some fields may already be auto-matched.  

  

  Note:   Map the first field in your Flat File to the first field in Anaplan. If 

ȅƻǳ ŘƻƴΩǘ ƳŀǇ ƻƴŜ ƻǊ ƳƻǊŜ !ƴŀǇƭŀƴ ŦƛŜƭŘǎΣ ǘƘŜȅ ǿƻƴΩǘ ŀǇǇŜŀǊ ƛƴ 

Informatica when you update the import file.  

  Info:   LŦ ȅƻǳΩǊŜ ƛƳǇƻǊǘƛƴƎ ŀ ŦƛƭŜ ǘƘŀǘ Ŏƻƴǘŀƛƴǎ IŜŀŘŜǊмΣ IŜŀŘŜǊнΣ ŀƴŘ IŜŀŘŜǊоΣ  
 

 
and you only map the two first headers. When you update the import 

ŦƛƭŜΣ IŜŀŘŜǊо ǿƻƴΩǘ ōŜ ƭƛǎǘŜŘ ŀǎ ŀƴ ŀǾŀƛƭŀōƭŜ ŦƛŜƭŘΦ  
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2. Optionally, click Validate Mapping to make sure the mapping is correct before 

running the task.  

3. Click Save > Save and Run. The Monitor > Running Jobs page opens with details of 

ǘƘŜ ǘŀǎƪǎ ǘƘŀǘ ŀǊŜ ƛƴ ǇǊƻƎǊŜǎǎΦ ¢ƘŜ ǘŀǎƪ ȅƻǳΩǾŜ ŎǊŜŀǘŜŘ ǿƛƭƭ ŘƛǎŀǇǇŜŀǊ ŦǊƻƳ ǘƘŜ ƭƛǎǘ 

once complete.  

4. Go to Monitor > All Jobs. The status of the task is displayed in the State column. 

Click on a particular task in the Instance Name column for task details. For more 

information, see Informatica Count behavior.  

5. If the import fails, click the Instance Name of the job, click Download Session Log, 

then download the log.txt  file to find out what went wrong.  

  

 Synchronization Task Wizard ς Import Task Field Mapping  

Step 6: Advanced Scheduling Options   

CONFIGURE CHUNK SIZE  

You can specify the Chunk Size for Imports or Exports on the Schedule tab in Advanced 

Target Properties.   

 1.  Enter a whole number from 1 to 50MB. The default is 1.   
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 Chunk Size setting   


